
Information on Personal 
Data Processing and Data 
Subject Rights 
(Operator’s Information 
Obligation)

Operation: Playrooms

Personal data will be processed and stored securely, in accordance with the Operator’s security policy, 
strictly for a specific predetermined purpose and only for the necessary duration required to fulfill that 
purpose. Access to personal data will be granted exclusively to individuals authorized by the Operator 
for data processing. These individuals will process personal data only under the Operator’s instructions 
and in compliance with the Operator’s security policy.

Personal Data Processing Activities / Information System (IS):

Rental Booking 

Purpose of Personal Data Processing: Personal data is processed for the purpose of booking rental 
services for the designated purpose, leading to the conclusion of a contract between the client and the 
Operator.

Identification and Contact Details of the Operator:
MŠ Consulting, s.r.o. 
Address: Záhradnícka 16, 900 28  Ivanka pri Dunaji
Company ID (IČO): 47 529 059
Representative: Michal Šprtel, Managing Director
Email: info@playrooms.sk
Phone: +421 908 216 412



Legal Basis for Processing Personal Data: The processing is based on a contractual or pre-contractual 
relationship between the Operator and the data subject.

Retention Period of Personal Data (or Criteria for Determination): Personal data is stored from the 
time of collection until the necessary period required to achieve the processing purpose. 

Sharing of Personal Data: Personal data will not be shared from the information system (IS).

Requirement to Provide Personal Data: The provision of personal data by the data subject is a 
mandatory requirement for concluding the contract.If the data subject refuses to provide the required 
data, it will be impossible to fulfill the purpose of the agreement.

Declaration of Health Eligibility

Purpose of Personal Data Processing: The purpose of processing personal 
data in the provided scope is to obtain the customer’s declaration regarding 
their health eligibility and their responsibility for any health-related injury. This is 
a special declaration signed by the client on a designated form, confirming that 
they are aware of their health condition and limitations in relation to the nature 
of the facility’s operations.

Legal Basis for Processing Personal Data: Consent of the data subject.

Retention Period of Personal Data (or Criteria for Determination):
Personal data is stored from the time of collection until the necessary period 
required to achieve the processing purpose.

Sharing of Personal Data: Personal data will not be shared from the 
information system (IS).

Requirement to Provide Personal Data: The provision of personal data by 
the data subject is a mandatory requirement for fulfilling the contractual 
agreement.

Entry Declaration

Purpose of Personal Data Processing: The purpose of processing personal data in the provided scope is to 
obtain the client’s declaration regarding entry into the playrooms. This is a special declaration, where the client 
agrees to the specific rental conditions on a designated form, considering the nature of the rental.

Legal Basis for Processing Personal Data: Consent of the data subject.

Retention Period of Personal Data (or Criteria for Determination): Personal data is stored from the time of 
collection until the necessary period required to achieve the processing purpose.

Sharing of Personal Data: Personal data will not be shared from the information system (IS).

Requirement to Provide Personal Data: The provision of personal data by the data subject is a mandatory 
requirement for fulfilling the contractual agreement.



CCTV System

Purpose of Personal Data Processing: The purpose of processing personal data is to ensure public order 
and security, detect criminal activity, prevent threats to national security, and protect property and health.

Legal Basis for Processing Personal Data: Legal obligation (in accordance with applicable laws).

Recipients or Categories of Recipients (Third Parties, Processors): Courts and law enforcement authorities.

Retention Period of Personal Data (or Criteria for Determination): Personal data is stored from the time of 
collection until the necessary period required to achieve the processing purpose, with a maximum retention 
period of 14 days.

Requirement to Provide Personal Data: The provision of personal data is a legal requirement.
If the data subject refuses to provide the required data, it will be impossible to fulfill the purpose.

Rights 
of the Data 
Subject

As a data subject, you have the following rights regarding the 
processing of your personal data:

Right to Withdraw Consent 
 - If we process your personal data based on your consent, you have the right to withdraw this consent 

at any time.
 - You may withdraw consent electronically (via the responsible person’s email), in writing, by 

submitting a withdrawal notice, or in person at the office.
 - Withdrawal of consent does not affect the lawfulness of processing based on consent before its 

withdrawal. 

Right of Access
 - You have the right to request a copy of the personal data we hold about you.
 - You also have the right to receive information on how your personal data is used.
 - In most cases, your personal data will be provided in written form unless you request another 

method.
 - If you submit a request electronically, we will provide the data electronically, if technically feasible.



Right to Rectification 
 - We take reasonable steps to ensure that the personal data we hold is accurate, complete,  

and up-to-date.
 - If you believe your data is inaccurate, incomplete, or outdated, you may request us to correct, update, 

or supplement it. 

Right to Erasure (“Right to be Forgotten”)
 - You have the right to request the deletion of your personal data, for example, if the data is no longer 

necessary for the original purpose of processing.
 - However, your right to erasure must be assessed in the context of other relevant circumstances.
 - In some cases, we may have legal or regulatory obligations that prevent us from complying with your 

request. 

Right to Restriction of Processing
 - Under certain circumstances, you may request that we stop using your personal data.
 - This applies in cases where you believe that:

• The data we hold is inaccurate.
• We no longer need your data, but you require it for legal claims. 

Right to Data Portability
 - Under certain conditions, you have the right to request the transfer of your personal data to another 

third party of your choice.
 - This right only applies to personal data that:

• You have provided to us.
• Was processed based on your consent or a contract to which you are a party.

 
Right to Object
 - You have the right to object to the processing of your personal data if it is based on our legitimate 

interests.
 - If we do not have a compelling legitimate reason to continue processing your data and you object, 

we will cease processing your personal data. 

Right to File a Complaint with the Data Protection Authority
 - If you believe that your personal data is being processed unfairly or unlawfully, you have the right to 

file a complaint with the Slovak Data Protection Authority:
 - Office for Personal Data Protection of the Slovak Republic

• Address: Hraničná 12, 820 07 Bratislava 27, Slovakia
• Phone: +421 /2/ 3231 3214
• Email: statny.dozor@pdp.gov.sk
• Website: https://dataprotection.gov.sk

 - If you submit a complaint electronically, it must meet the requirements set out in Section 19(1) of 
Act No. 71/1967 Coll. on Administrative Proceedings (Administrative Procedure Code).


